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Department of Energy § 710.33 

by the Deputy Chief for Operations, Of-
fice of Health, Safety and Security. 
The Secretary’s authority may not be 
delegated and may be exercised only 
when the Secretary determines that 
the circumstances described in 
§ 710.26(l) or (o), or § 710.29(i) are 
present, and such determination shall 
be final. 

(b) Whenever the Secretary issues a 
final decision as to the individual’s 
DOE access authorization eligibility, 
the individual and other concerned par-
ties will be notified in writing, by the 
Deputy Chief for Operations, Office of 
Health, Safety and Security, of that 
decision and of the Secretary’s findings 
with respect to each of the allegations 
contained in the notification letter and 
each substantial issue identified in the 
statement in support of the request for 
review to the extent allowed by the na-
tional security. 

(c) Nothing contained in these proce-
dures shall be deemed to limit or affect 
the responsibility and powers of the 
Secretary to issue subpoenas or to 
deny or revoke access to Restricted 
Data, national security information, or 
special nuclear material. 

(d) Only the Secretary may approve 
initial and subsequent requests under 
§ 710.29(h) by the Deputy Chief for Oper-
ations, Office of Health, Safety and Se-
curity, to defer the review of an indi-
vidual’s case by the Appeal Panel. 

[66 FR 47066, Sept. 11, 2001, as amended at 71 
FR 68731, Nov. 28, 2006] 

§ 710.32 Reconsideration of access eli-
gibility. 

(a) If, pursuant to the procedures set 
forth in §§ 710.20 through 710.31 the 
Manager, Hearing Officer, Appeal 
Panel, or the Secretary has made a de-
cision granting or reinstating access 
authorization for an individual, the in-
dividual’s access authorization eligi-
bility shall be reconsidered as a new 
administrative review under the proce-
dures set forth in this subpart when 
previously unconsidered derogatory in-
formation is identified, or the indi-
vidual violates a commitment or prom-
ise upon which the DOE previously re-
lied to favorably resolve an issue of ac-
cess authorization eligibility. 

(b) If, pursuant to the procedures set 
forth in §§ 710.20 through 710.31 the 

Manager, Hearing Officer, Appeal 
Panel, or the Secretary has made a de-
cision denying or revoking access au-
thorization for the individual, the indi-
vidual’s access authorization eligi-
bility may be reconsidered only when 
the individual so requests, when there 
is a bona fide offer of employment re-
quiring access to Restricted Data, na-
tional security information, or special 
nuclear material, and when there is ei-
ther: 

(1) Material and relevant new evi-
dence which the individual and the in-
dividual’s representatives are without 
fault in failing to present earlier, or 

(2) Convincing evidence of rehabilita-
tion or reformation. 

(c) A request for reconsideration 
shall be submitted in writing to the 
Deputy Chief for Operations, Office of 
Health, Safety and Security, accom-
panied by an affidavit setting forth in 
detail the new evidence or evidence of 
rehabilitation or reformation. If the 
Deputy Chief for Operations, deter-
mines that the regulatory require-
ments for reconsideration have been 
met, the Director shall notify the indi-
vidual that the individual’s access au-
thorization shall be reconsidered in ac-
cordance with established procedures 
for determining eligibility for access 
authorizations. 

(d) If the individual’s access author-
ization is not reinstated following re-
consideration, the individual shall be 
advised by the Director, Office of Per-
sonnel Security, DOE Headquarters, in 
writing: 

(1) Of the unfavorable action and the 
reason(s) therefor; and 

(2) That within 30 calendar days from 
the date of receipt of the notification, 
he may file, through the Director, Of-
fice of Personnel Security, DOE Head-
quarters, DOE Headquarters, a written 
request for a review of the decision by 
the Appeal Panel, in accordance with 
§ 710.29. 

[66 FR 47066, Sept. 11, 2001, as amended at 71 
FR 68731, Nov. 28, 2006] 

MISCELLANEOUS 

§ 710.33 Terminations. 
If the individual is no longer an ap-

plicant for access authorization or no 
longer requires access authorization, 
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10 CFR Ch. III (1–1–12 Edition) § 710.34 

the procedures of this subpart shall be 
terminated without a final decision as 
to the individual’s access authorization 
eligibility, unless a final decision has 
been rendered prior to the DOE being 
notified of the change in the individ-
ual’s pending access authorization sta-
tus. 

[66 FR 47067, Sept. 11, 2001] 

§ 710.34 Attorney representation. 

In the event the individual is rep-
resented by an attorney or other rep-
resentatives, the individual shall file 
with the Hearing Officer and DOE 
Counsel a document designating such 
attorney or representatives and au-
thorizing one such attorney or rep-
resentative to receive all correspond-
ence, transcripts, and other documents 
pertaining to the proceeding under this 
subpart. 

[59 FR 35185, July 8, 1994. Redesignated at 66 
FR 47065, Sept. 11, 2001] 

§ 710.35 Time frames. 

Statements of time established for 
processing aspects of a case under this 
subpart are the agency’s desired time 
frames in implementing the procedures 
set forth in this subpart. However, fail-
ure to meet the time frames shall have 
no impact upon the final disposition of 
an access authorization by a Manager, 
Hearing Officer, the Appeal Panel, or 
the Secretary, and shall confer no pro-
cedural or substantive rights upon an 
individual whose access authorization 
eligibility is being considered. 

[66 FR 47067, Sept. 11, 2001] 

§ 710.36 Acting officials. 

Except for the Secretary, the respon-
sibilities and authorities conferred in 
this subpart may be exercised by per-
sons who have been designated in writ-
ing as acting for, or in the temporary 
capacity of, the following DOE posi-
tions: The Local Director of Security, 
the Manager, the Director, Office of 
Personnel Security, DOE Headquarters, 
or the General Counsel. The respon-
sibilities and authorities of the Deputy 
Chief for Operations, Office of Health, 

Safety and Security, may be exercised 
in his absence only by his designee. 

[66 FR 47067, Sept. 11, 2001, as amended at 71 
FR 68731, Nov. 28, 2006] 

APPENDIX A TO SUBPART A OF PART 
710—SELECTED PROVISIONS OF THE 
ATOMIC ENERGY ACT OF 1954, AS 
AMENDED, SEC. 141 (42 U.S.C. 2161), 
SEC. 145 (42 U.S.C. 2165), SEC. 161 (42 
U.S.C. 2201) 

(By authority of the Department of Energy 
Organization Act, 42 U.S.C. 7151(a), the Sec-
retary of Energy or her designated represent-
ative is to be substituted for the ‘‘Commis-
sion’’ and ‘‘General Manager’’ as appro-
priate.) 

Sec. 141. Policy. It shall be the policy of 
the Commission to control the dissemination 
and declassification of Restricted Data in 
such a manner as to assure the common de-
fense and security. * * * 

Sec. 145. Restriction. (a) No arrangement 
shall be made under section 31, no contract 
shall be made or continued in effect under 
section 141, and no license shall be issued 
under section 103 or 104, unless the person 
with whom such arrangement is made, the 
contractor or prospective contractor, or the 
prospective licensee agrees in writing not to 
permit any individual to have access to Re-
stricted Data until the Civil Service Com-
mission shall have made an investigation 
and report to the Commission on the char-
acter, associations, and loyalty of such indi-
vidual, and the Commission shall have deter-
mined that permitting such person to have 
access to Restricted Data will not endanger 
the common defense and security. 

(b) Except as authorized by the Commis-
sion or the General Manager upon a deter-
mination by the Commission or General 
Manager that such action is clearly con-
sistent with the national interest, no indi-
vidual shall be employed by the Commission 
nor shall the Commission permit any indi-
vidual to have access to Restricted Data 
until the Civil Service Commission shall 
have made an investigation and report to the 
Commission on the character, associations, 
and loyalty of such individual, and the Com-
mission shall have determined that permit-
ting such person to have access to Restricted 
Data will not endanger the common defense 
and security. 

(c) In lieu of the investigation and report 
to be made by the Civil Service Commission 
pursuant to subsection (b) of this appendix, 
the Commission may accept an investigation 
and report on the character, associations, 
and loyalty of an individual made by another 
Government agency which conducts per-
sonnel security investigations, provided that 
a security clearance has been granted to 

VerDate Mar<15>2010 13:48 Feb 21, 2012 Jkt 226033 PO 00000 Frm 00378 Fmt 8010 Sfmt 8002 Y:\SGML\226033.XXX 226033w
re

ie
r-

av
ile

s 
on

 D
S

K
5T

P
T

V
N

1P
R

O
D

 w
ith

 C
F

R


		Superintendent of Documents
	2012-05-31T16:30:09-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




